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1. Policy Statement 
As a public body that is subject to the British Columbia Freedom of Information and Protection of 
Privacy Act (FIPPA) Okanagan College is committed to upholding the principles of privacy, 
transparency and accountability. This means that the College recognizes the fundamental importance 
of maintaining the privacy and security of the Personal Information that it collects, uses and discloses 
during its operations and programs. The College also acknowledges and supports transparency with 
the community by facilitating access to College records and information in accordance with the 
requirements of FIPPA. 

2. Purpose 
This policy addresses Okanagan College’s approaches to privacy management.  
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activity of the College, and means the Employee designated in the Privacy 
Impact Assessment (PIA) as the Responsible Employee. 

Routine Requests Means any requests for disclosure of Records that do not contain sensitive or 
confidential information or third-party Personal Information (i.e., the personal 
information of an individual other than the requestor) and include requests 
for personnel records and transcripts. 

Student Means any person enrolled as a student at the College. 

Supplemental Review Means an enhanced process for reviewing the privacy and data security 
measures in place to protect sensitive Personal Information in connection 
with an Initiative involving the storage of Personal Information outside of 
Canada. 

5. Commitment to Privacy Protection 
5.1 The College protects the privacy of the Personal Information it collects, uses, shares and retains, 
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12.2 Personal Information that is no longer required for either administrative, operational, financial, 
legal or historical purposes shall be securely destroyed in a confidential manner in accordance 
with College policies and approved record retention protocols. 

13. Accuracy and Correction of Personal Information 
13.1 The College and its 

mailto:privacy@okanagan.bc.ca
https://www.bclaws.gov.bc.ca/civix/document/id/complete/statreg/96052_01
https://www.bclaws.gov.bc.ca/civix/document/id/complete/statreg/96165_00
https://www.okanagan.bc.ca/sites/default/files/2020-03/use_of_information_technology_resources.pdf
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